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Abstract 

India has witnessed a digital revolution in recent years, marked by the exponential growth of electronic 

payment methods and a governmental push toward a cashless economy. This transformation has not 

only modernized the financial landscape but also posed complex legal and regulatory challenges. This 

research paper examines India’s legal response to the digital payments revolution by analyzing the 

existing legal framework, judicial pronouncements, regulatory bodies, and government initiatives. The 

role of the Reserve Bank of India (RBI), the Information Technology Act, of 2000, and the Payment 

and Settlement Systems Act, of 2007 are examined in depth. Further, issues related to data privacy, 

cyber fraud, financial inclusion, and fintech regulation are discussed, along with policy 

recommendations to strengthen the digital payment ecosystem. Through this legal and regulatory 

analysis, the paper seeks to assess the adequacy of India's current legal infrastructure in addressing 

the challenges and opportunities posed by digital payments. 
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Introduction 

India’s financial ecosystem has undergone a seismic shift due to technological advancements and 

proactive policy decisions aimed at achieving a less cash-dependent economy. Historically reliant on 

cash transactions, India saw digital payments rise as an alternative, accelerated by initiatives such as 

the Digital India campaign and the Jan Dhan-Aadhaar-Mobile (JAM) Trinity.1. Demonetization in 

2016 acted as a critical inflexion point that forced the rapid adoption of electronic payment systems.2. 

Consequently, mobile wallets, the Unified Payments Interface (UPI), and other digital methods 

witnessed explosive growth.3. 

The growing reliance on digital infrastructure has also resulted in increased legal scrutiny. Issues such 

as cyber fraud, data privacy, and consumer protection have emerged as focal points of concern.4. 

Regulatory agencies like the Reserve Bank of India (RBI), the Ministry of Electronics and Information 

Technology (MeitY), and the Securities and Exchange Board of India (SEBI) have been tasked with 

developing and updating policies to ensure security and legal compliance.5. This paper explores how 

India has adapted its legal systems to support digital payments and what gaps remain. 

Evolution of Digital Payments in India 

Historical Overview 

India’s evolution from barter systems and cowrie shells to electronic payment systems has mirrored 

the transformation of its economy. Early systems like hundis and traditional moneylenders served as 

informal financial mechanisms. The introduction of modern banking under British colonial rule 

marked the beginning of formalized financial infrastructure.6. The establishment of the RBI in 1935 

and the nationalization of major banks in the 1960s and 1980s expanded access to formal banking 

services.7. 

 
1R D’Souza, ‘Cashless India: Getting Incentives Right’ (3 May 2018) https://www.orfonline.org/research/cashless-india-

getting-incentives-right accessed 16 April 2025.  
2 R Chitra and The Times of India, ‘Cash Still King as Digital Payments Inch up Slowly’ The Times of India (8 November 

2017)https://timesofindia.indiatimes.com/business/india-business/cash-still-king-as-digital-payments-inch-up-

slowly/articleshow/61554102.cms 
3  Hitachi Ltd, ‘Propelling India’s Digital Payments Revolution to Usher Financial Empowerment’ (14 March 2024) 

https://social-innovation.hitachi/en-in/knowledge-hub/techverse/digital-payments-revolution accessed 16 April 2025. 
4 Mahesh A and Ganesh S, ‘India’s Digital Payment Landscape – An Analysis’ (2022) International Journal of Case Studies 

in Business, IT, and Education 223-236 https://doi.org/10.47992/IJCSBE.2581.6942.0161  
5 S Krishan, Impact Assessment of DigiDhan Mission (Ministry of Electronics and Information Technology, 12 February 

2024) https://www.meity.gov.in/writereaddata/files/Impact-Assessment-of-DigiDhan-Mission.pdf accessed 16 April 2025. 
6  Abhishek Agarwal, “Digital Payments and Their Impact on the Indian Economy” (March 2024) 

https://doi.org/10.13140/RG.2.2.29093.10723  
7 Ibid. 

https://www.orfonline.org/research/cashless-india-getting-incentives-right
https://www.orfonline.org/research/cashless-india-getting-incentives-right
https://timesofindia.indiatimes.com/business/india-business/cash-still-king-as-digital-payments-inch-up-slowly/articleshow/61554102.cms
https://timesofindia.indiatimes.com/business/india-business/cash-still-king-as-digital-payments-inch-up-slowly/articleshow/61554102.cms
https://social-innovation.hitachi/en-in/knowledge-hub/techverse/digital-payments-revolution
https://doi.org/10.47992/IJCSBE.2581.6942.0161
https://www.meity.gov.in/writereaddata/files/Impact-Assessment-of-DigiDhan-Mission.pdf
https://doi.org/10.13140/RG.2.2.29093.10723
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Key Milestones 

1. ATMs and Electronic Banking: The emergence of ATMs in the late 1990s allowed users to 

access funds without visiting a bank branch 8 . This development was critical in shifting 

consumer behaviour toward self-service banking. 

2. Debit and Credit Cards: These instruments revolutionized cashless transactions in India. RBI 

issued extensive regulations regarding card security, EMV technology, and MDR (Merchant 

Discount Rate) to ensure safe use9. 

3. Internet Banking: Internet-based platforms offered remote access to banking functions such 

as fund transfers, balance checks, and bill payments, laying the foundation for mobile banking 

and app-based systems10. 

4. Mobile Wallets: Companies like Paytm and PhonePe popularized wallets post-2016. RBI 

brought mobile wallets under the regulatory framework by mandating licensing, KYC norms, 

and security compliance11. 

5. UPI: The introduction of UPI by NPCI in 2016 was a watershed moment. UPI allowed instant 

bank-to-bank transfers using virtual payment addresses, which skyrocketed user adoption 

across socio-economic strata12. 

6. Aadhaar Enabled Payment System (AEPS): AEPS permitted biometric-based transactions 

in rural areas, significantly enhancing financial inclusion where traditional banking 

infrastructure was lacking13. 

Government Initiatives and Policies 

• The Government of India has played a crucial role in shaping the digital payments landscape by 

introducing several policy measures and initiatives to drive financial inclusion and digital adoption. 

The Digital India campaign, launched in 2015, was a significant step toward transforming India 

into a digitally empowered society by promoting cashless transactions, improving digital 

infrastructure, and encouraging e-governance. This initiative provided a strong foundation for the 

expansion of digital payments in rural and semi-urban areas, helping bridge the gap between urban 

and rural financial inclusion. 

 
8 Ibid. 
9RBI, “Circular on Security and Risk Mitigation Measures for Card Present Transactions” (February 28, 2013). 
10 RBI, “Report of the Working Group on Internet Banking” (June 2011). 
11 RBI, “Master Directions on Prepaid Payment Instruments” (August 27, 2021). 
12  National Payments Corporation of India (NPCI), “UPI Product Overview” https://www.npci.org.in/what-we-

do/upi/product-overview. 
13 Ibid. 
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• One of the most transformative events in the history of digital payments was the demonetization 

drive of November 2016. The move invalidated ₹500 and ₹1000 banknotes, forcing businesses and 

individuals to seek alternative modes of transactions. The government's push toward cashless 

payments led to a surge in the use of mobile wallets, UPI, and card-based payments. In response, 

the government introduced incentives such as discounts on digital payments for fuel purchases, 

railway bookings, and toll payments on highways to encourage the adoption of electronic 

transactions 

Role of the Reserve Bank of India (RBI) 

• The Reserve Bank of India (RBI) has played an integral role in the development and regulation of 

the digital payments’ ecosystem. As the primary regulatory authority for India's financial sector, 

the RBI has introduced various payment systems to enhance the efficiency, security, and 

accessibility of digital transactions. 

• One of the RBI's major contributions was the introduction of Electronic Clearing Services (ECS), 

National Electronic Funds Transfer (NEFT), and Real-Time Gross Settlement (RTGS). These 

systems significantly improved the speed and reliability of interbank transactions, enabling 

businesses and individuals to conduct electronic payments without physical banking interactions 

14. NEFT, launched in 2005, allowed people to transfer funds electronically, while RTGS facilitated 

real-time high-value transactions, improving business-to-business transactions. 

Contributions of Financial Institutions and NPCI 

• Apart from the RBI and government efforts, various public and private financial institutions have 

actively contributed to the expansion of digital payment services. Banks have launched internet 

banking, mobile banking, and debit/credit card services to promote cashless transactions. Several 

fintech startups have also partnered with traditional banks to provide innovative digital payment 

solutions, including buy-now-pay-later (BNPL) services, QR code-based payments, and UPI-

enabled services 15. 

• The National Payments Corporation of India (NPCI), established in 2008, has been a key driver of 

India's digital payments revolution. The NPCI developed the Unified Payments Interface (UPI) in 

2016, which transformed digital transactions by providing a simple, secure, and interoperable 

platform for instant fund transfers. UPI's adoption grew exponentially, with platforms like Google 

 
14  Reserve Bank of India, 'Digital Payment Initiatives and Guidelines' https://rbi.org.in accessed 28 January 2025. 
15 State Bank of India, 'Role of Financial Institutions in Digital Transactions' https://www.sbi.co.in accessed 20 January 

2025. 
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Pay, PhonePe, and Paytm integrating UPI-based payments into their applications, making it easier 

for users to transact digitally16. 

Regulatory Framework Governing Digital Payments in India 

The success and safety of India’s digital payments revolution largely depend on its legal and regulatory 

infrastructure. A multi-layered framework—anchored by statutory laws, central bank guidelines, and 

compliance protocols—has been crafted to support innovation while ensuring security, transparency, 

and consumer protection. Chapter 3 provides a deep dive into this framework and evaluates its efficacy. 

Reserve Bank of India (RBI) Guidelines and the Payment and Settlement Systems Act, 2007 

The Reserve Bank of India (RBI) serves as the primary regulatory authority overseeing digital 

payments in India. Under the Payment and Settlement Systems Act, 2007 (PSS Act), RBI is 

empowered to regulate, supervise, and promote the orderly growth of payment and settlement 

systems.17. 

The PSS Act introduced a framework that ensures every payment system provider operates under RBI 

authorization. This includes fintech firms, mobile wallet operators, payment aggregators, and gateway 

providers. Section 4 of the Act mandates RBI’s approval for setting up payment systems, while Section 

10 allows it to issue policy directives.18. 

To strengthen regulatory supervision, RBI constituted the Board for Regulation and Supervision of 

Payment and Settlement Systems (BPSS), tasked with creating operational standards and compliance 

mechanisms. 

Key regulatory initiatives include: 

• Two-Factor Authentication (2FA): Mandatory for online card transactions to prevent fraud.19 

• Tokenization: Introduced in 2021, this protects card details by replacing them with secure 

tokens. 

• KYC and AML Norms: RBI mandates strict compliance with Know Your Customer (KYC) 

and Anti-Money Laundering (AML) standards for all digital payment providers. 

 
16 Google Pay, 'The Expansion of UPI in India' https://pay.google.com accessed 2 March 2025. 
17 Payment and Settlement Systems Act 2007, s 3. 
18 Payment and Settlement Systems Act 2007, s 4. 
19 Reserve Bank of India, ‘Two-Factor Authentication in Digital Transactions’ https://rbi.org.in accessed 1 March 2025. 
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• Data Localization: Since 2018, all payments-related data must be stored within India20. 

• Regulation of PAs and PGs: RBI’s 2020 directive requires payment aggregators and gateways 

to be licensed and adhere to net worth and security standards21. 

While RBI’s approach fosters innovation, compliance burdens—particularly data localization and 

capital requirements—have posed challenges for smaller entities and global players. 

Information Technology Act, 2000 and the Digital Personal Data Protection Act, 2023 

The Information Technology (IT) Act, of 2000 provides the foundational legal basis for electronic 

transactions, cybersecurity, and digital authentication. The Act supports digital payments by 

recognizing electronic records and digital signatures (Sections 4 and 5) and penalizing cyber frauds 

(Sections 43, 66C, and 66D)22. 

Key provisions include: 

• Section 72A: Penalizes unauthorized disclosure of financial information.23 

• Section 84A: Empowers the government to establish encryption standards.24 

• Section 70B: Establishes CERT-In as the nodal agency for cybersecurity incidents. 

Complementing the IT Act is the Digital Personal Data Protection Act, 2023 (DPDP), India’s first 

comprehensive privacy legislation. It applies to all digital payment entities and enshrines user rights 

over their financial data. 

Relevant sections include: 

• Section 6 & 7: Mandate informed, purpose-specific consent before data collection. 

• Section 13: Allows users to request deletion of personal data after use. 

• Sections 17 & 18: Enforce data localization and regulate cross-border data transfers. 

• Section 25: Prescribes penalties up to ₹250 crore for non-compliance. 

 
20 RBI, ‘Storage of Payment System Data’ (2018) 
21 RBI, ‘Guidelines on Payment Aggregators and Payment Gateways’ (2020) https://rbi.org.in. 
22 Information Technology Act 2000, s 43, 66C, 66D. 
23 Information Technology Act 2000, s 72A. 
24 Information Technology Act 2000, s 84A 



(7) 

YOURLAWARTICLE, VOL. 1, ISSUE 4 , APRIL-MAY 2025  

 

The DPDP Act strengthens accountability among digital payment platforms and aligns India’s data 

regime closer to global standards like the EU’s GDPR. 

National Payments Corporation of India (NPCI) and Unified Payments Interface (UPI) 

Established in 2008, the National Payments Corporation of India (NPCI) is a key institution in India’s 

payments landscape. It operates under the regulatory oversight of the RBI and the Indian Banks’ 

Association (IBA)25. 

NPCI has developed core digital payment infrastructures, including: 

• Immediate Payment Service (IMPS) 

• National Automated Clearing House (NACH) 

• RuPay Card Network 

• Bharat BillPay 

The most transformative of NPCI’s innovations is the Unified Payments Interface (UPI), launched 

in 2016. UPI allows real-time, mobile-based, interoperable fund transfers using virtual payment 

addresses (VPAs)26. 

Key regulatory features of UPI: 

• Governed under the PSS Act, 2007 

• RBI and NPCI issue periodic circulars on KYC, transaction limits, and fraud prevention 

• Multi-factor authentication is mandatory 

• Interoperability across banks and fintech apps27 

The Master Directions on Digital Payment Security Controls (2021) also apply to UPI. These 

guidelines mandate encryption, threat detection, and user verification mechanisms. 

UPI’s architecture, supported by QR codes and biometric integration (via Aadhaar), makes it user-

friendly and accessible. Its surge to over 10 billion transactions per month in 2023 demonstrates both 

its scale and systemic importance. 

 
25 NPCI, ‘Overview of NPCI and its Initiatives’ https://www.npci.org.in accessed 16 April 2025. 
26 NPCI, ‘UPI Expansion in Global Markets’ https://www.npci.org.in accessed 16 April 2025. 
27 NPCI, ‘UPI Lite and Its Benefits’ https://www.npci.org.in accessed 16 April 2025. 

https://www.npci.org.in/
https://www.npci.org.in/
https://www.npci.org.in/
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Regulation of Fintechs, Payment Aggregators, and Cross-Border Transactions 

The fintech boom in India has spurred the rise of non-bank digital payment providers. To regulate this 

space, RBI introduced formal guidelines for Payment Aggregators (PAs) and Payment Gateways 

(PGs) in 202028. 

Key compliance requirements: 

• Net-worth threshold of ₹15 crore (to be increased to ₹25 crore within 3 years) 

• Mandatory RBI licensing 

• Escrow account maintenance 

• KYC for merchants and customers 

• Transaction data storage within India 

Prepaid Payment Instruments (PPIs) like mobile wallets are regulated under the PPI Master 

Directions, 2021. These rules require: 

• Tiered KYC compliance 

• Load limits 

• Interoperability among wallets and with UPI 

On the foreign investment front, the Foreign Exchange Management Act (FEMA), 1999 regulates 

FDI in digital payments. Fintechs can receive 100% FDI under the automatic route, but handling 

sensitive financial data brings them under the scrutiny of the DPDP Act and RBI’s localization rules. 

Cross-border UPI integration with countries like Singapore and the UAE is currently underway. RBI 

is expected to formulate a new framework governing international UPI transactions, including forex 

compliance, transaction ceilings, and data transfer protocols. 

Regulatory Challenges and Opportunities 

Despite comprehensive frameworks, India’s digital payment regulation faces several bottlenecks: 

• Overlapping Jurisdictions: Coordination between RBI, MeitY, SEBI, and TRAI is not 

seamless. 

 
28 Reserve Bank of India, ‘Guidelines on Payment Aggregators and Payment Gateways’ (2020) https://rbi.org.in. 

https://rbi.org.in/
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• Innovation vs. Regulation Tension: Strict compliance norms often stifle small startups. 

• Enforcement Gaps: Many fintechs operate in regulatory grey zones, especially in digital 

lending. 

Opportunities for reform include: 

• Creating a Unified Digital Payments Code consolidating existing guidelines 

• Enhancing Regulatory Sandboxes to test emerging technologies 

• Building a Centralized Fraud Monitoring System linked across banks and fintech 

• Encouraging Open Banking frameworks for secure third-party data access 

Legal Challenges in the Digital Payments Ecosystem 

India’s digital payments ecosystem, while rapidly growing, is riddled with legal and operational 

challenges. These include cybersecurity threats, data privacy concerns, consumer protection 

inadequacies, and issues concerning financial inclusion. As adoption increases and new technologies 

emerge, these legal challenges grow in complexity and urgency. 

Cybersecurity and Fraud in Digital Payments 

Digital financial services are attractive targets for cybercriminals who exploit security weaknesses 

through phishing, malware, SIM-swapping, and social engineering. The Information Technology Act, 

of 2000, especially Sections 43, 66C, and 66D, offers the primary legal foundation to combat these 

crimes.29 However, enforcement lags, particularly in rural areas, due to gaps in awareness, digital 

literacy, and investigative capacity. 

Phishing attacks deceive users into divulging sensitive credentials. SIM-swapping fraud enables 

criminals to hijack phone numbers and intercept OTPs. Malware, embedded in fake or compromised 

applications, silently captures keystrokes and financial data. The RBI has issued robust measures 

including two-factor authentication, mandatory encryption protocols, and real-time fraud detection 

systems.30 Yet, criminals are evolving faster than regulators. 

The transnational nature of cybercrime makes prosecution especially difficult. Offenders often operate 

across borders using encrypted channels and spoofed networks. India’s engagement in Mutual Legal 

 
29 Information Technology Act 2000, ss 43, 66C, 66D. 
30 Reserve Bank of India, Master Directions on Digital Payment Security Controls, RBI Notification (18 February 2021). 
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Assistance Treaties (MLATs) must be reformed to enable faster response and cooperation in cyber 

investigations.3 Setting up dedicated cyber-forensics labs and inter-agency cyber task forces is 

crucial31. 

Public awareness campaigns such as 'Cyber Surakshit Bharat' and CERT-In’s advisories play a 

preventive role. However, they must be institutionalized as part of school curricula, workplace training, 

and rural outreach. Financial institutions must partner with educational platforms to create gamified, 

multilingual learning modules.32 

There is also a pressing need to update existing laws to account for AI-generated threats. Deepfake 

scams, synthetic identity fraud, and AI voice impersonation can bypass biometric security systems.33 

A legislative response must define such offences explicitly, update evidentiary standards for digital 

manipulation, and invest in real-time AI threat detection tools for law enforcement.  

Data Privacy and Protection 

The rise in digital payments has resulted in vast amounts of personal and financial data being shared, 

processed, and stored across platforms. The IT Act, 2000, and the Digital Personal Data Protection 

(DPDP) Act, 2023, provide the foundational privacy framework.34 Together, they mandate consent-

based data usage, data minimization, user rights, and penalties for breaches. 

Under the IT Act, Section 72A penalizes unauthorized disclosure, while Section 43A mandates 

compensation for negligent data handling. The DPDP Act strengthens these with enforceable rights 

such as the right to access, correction, erasure, and grievance redress.35 Its Section 17 mandates data 

localization, while Section 22 requires breach reporting within 72 hours. Penalties under the DPDP 

Act can go up to ₹250 crore, ensuring deterrence.36 

The RBI complements this legal regime by mandating that all payment data be stored only in India. 

This regulation, implemented in 2018, faced initial resistance from global payment giants. However, 

 
31 Ministry of Home Affairs, ‘Guidelines for Mutual Legal Assistance Treaties in Criminal Matters’, Government of India, 

2022. 
32 Ministry of Electronics and Information Technology (MeitY), ‘Cyber Surakshit Bharat Initiative’, Press Release, 2020. 
33 NITI Aayog, ‘National Strategy for Artificial Intelligence – #AIforAll’, Discussion Paper, June 2018. 
34 Information Technology Act 2000; Digital Personal Data Protection Act 2023. 
35 Digital Personal Data Protection Act 2023, ss 5, 6, 13. 
36 Digital Personal Data Protection Act 2023, ss 17, 22, 25. 
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it now forms a key pillar in India’s data sovereignty agenda.37 

Despite strong laws, compliance remains uneven. Many smaller fintech startups lack dedicated legal 

teams or the resources to ensure full compliance. Regulatory sandboxes created by RBI and MeitY 

must include data protection audits as a mandatory feature. Certifications for data-compliant digital 

payment platforms should be introduced to boost consumer trust.38 

User awareness is another critical issue. Terms and conditions are often hidden, complex, and not 

available in regional languages. Privacy-by-design and consent dashboards must be standardized. 

Fintech apps should disclose data flows using infographics and real-time alerts. 

Financial Inclusion and Consumer Protection 

While digital payment systems have expanded access to financial services, they have also exposed 

users—especially those in rural and low-income groups—to fraud and exploitation. Financial inclusion 

must go hand-in-hand with consumer protection to be meaningful. 

Laws such as the Payment and Settlement Systems Act, of 2007 (PSS Act), RBI’s Consumer Protection 

Framework, and the Consumer Protection Act, of 2019, collectively ensure user safeguards.39The PSS 

Act empowers RBI to regulate digital payment systems and enforce security standards. The Consumer 

Protection Act allows digital users to file complaints under defined rights to fair trade, redress, and 

safety. 

The Banking Ombudsman Scheme and its 2019 extension to digital transactions serve as cost-free, 

low-barrier mechanisms for users to seek compensation. 40  However, many users, especially the 

digitally marginalized, are unaware of these mechanisms or struggle with filing complaints. 

Language barriers, technological complexity, and delays in resolution reduce user confidence. Fintech 

firms must be mandated to provide 24x7 multilingual customer support and in-app grievance redress 

tools. A centralized digital complaints portal under RBI oversight can consolidate tracking, escalation, 

and feedback. 

 
37Reserve Bank of India, ‘Storage of Payment System Data’, RBI Circular DPSS.CO.OD.No.2785/06.08.005/2017-18, 

dated 6 April 2018. 
38 MeitY, Guidelines for Regulatory Sandbox for Digital Payments, Ministry of Electronics and IT (2023). 
39 Payment and Settlement Systems Act, 2007; Consumer Protection Act, 2019, Government of India. 
40 Reserve Bank of India, ‘The Banking Ombudsman Scheme, 2006 (as amended in 2019 to include digital transactions) 
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Incentives for financial institutions to operate in backward regions should be increased. These could 

include GST waivers, direct grants for infrastructure expansion, and KYC simplification for low-risk 

accounts. Moreover, mobile banking vans and community kiosks with biometric access can bridge 

physical and digital gaps. 

Emerging Legal Concerns: Fake Apps, Deepfakes, and AI Fraud 

Fraud through fake apps has become widespread. These apps mimic legitimate payment platforms, 

harvesting credentials and draining bank accounts. App store regulators, such as Google and Apple, 

must work with Indian regulators to vet fintech applications based on transparency, compliance, and 

user feedback.41 

Deepfakes, AI-generated images or voices used to impersonate real individuals, are increasingly being 

used in digital fraud. Voice cloning to trick bank officers, fake video calls for KYC verification, and 

impersonated approvals are emerging risks.42 

India’s IT Act must be amended to include provisions dealing specifically with deepfake and AI-based 

fraud. Investigative officers must be trained in forensic analysis of manipulated media. AI risk scores 

should be built into the backend of digital payment apps to flag suspicious behaviour in real-time.43 

A preventive legal ecosystem will need coordination across the Ministry of Law and Justice, MeitY, 

RBI, NITI Aayog, and private sector innovators. Laws must not only penalize but also provide tools 

for risk anticipation and harm mitigation.  

Judicial and Legislative Responses to Digital Payment Issues 

Landmark Cases in Digital Payments 

1. Shreya Singhal v. Union of India (2015) 44 

Facts of the Case 

• Two young women were arrested in Maharashtra under Section 66A of the Information 

Technology Act, 2000, for posting comments critical of a political leader on Facebook. 

 
41 National Payments Corporation of India (NPCI), ‘Fintech App Onboarding and Vetting Guidelines’, 2022. 
42 Ministry of Electronics and Information Technology, ‘White Paper on the Legal and Ethical Implications of Deepfakes’, 

2023 
43 Ibid. 
44 Shreya Singhal v Union of India (2015) 5 SCC 1. 
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• The section criminalized sending any information through electronic means that was 

offensive, menacing, or false, leading to arbitrary arrests. 

• The petitioners challenged Section 66A as being vague and unconstitutional, violating the 

Right to Freedom of Speech and Expression (Article 19(1)(a)). 

Legal Issue 

• Whether Section 66A of the IT Act, 2000, violated the fundamental right to free speech and 

if it could impact online financial transactions, including digital payments 

Judgment 

• The Supreme Court struck down Section 66A, declaring it unconstitutional for being 

ambiguous and disproportionately restricting free speech. 

• This ruling indirectly affected digital payment platforms by ensuring that financial 

transactions over digital platforms could not be arbitrarily criminalized, allowing greater 

regulatory certainty for online transactions. 

 

2.  Reserve Bank of India v. Internet and Mobile Association of India (2020)45 

Facts of the Case 

• The RBI, in April 2018, issued a circular prohibiting banks and financial institutions from 

providing services to cryptocurrency exchanges and businesses. 

• The Internet and Mobile Association of India (IAMAI), a group representing crypto 

businesses, challenged the ban, arguing that it violated their right to trade and conduct 

business (Article 19(1)(g)). 

Legal Issue 

• Whether RBI had the authority to restrict banking services to cryptocurrency exchanges 

and whether such restrictions were reasonable and necessary for financial stability. 

Judgment 

• The Supreme Court struck down the RBI circular, holding that the RBI failed to 

demonstrate actual harm or risks to the banking system due to cryptocurrencies. 

 
45 Reserve Bank of India v Internet and Mobile Association of India (2020) 10 SCC 274. 
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• This decision had a direct impact on digital payments by paving the way for 

cryptocurrency-based payment solutions while reinforcing the importance of 

proportionality in financial regulations. 

 

3.  K.S. Puttaswamy v. Union of India (2017)46 

Facts of the Case 

• Multiple petitioners challenged the Aadhaar Act, of 2016, arguing that mandatory linking 

of Aadhaar with various services, including bank accounts and mobile wallets, violated 

privacy rights. 

• The case arose after government schemes and financial institutions started mandating 

Aadhaar authentication for digital transactions and KYC compliance. 

Legal Issue 

• Whether mandatory Aadhaar authentication for digital transactions violated the Right to 

Privacy under Article 21 of the Constitution. 

Judgment 

• The Supreme Court ruled that Privacy is a Fundamental Right under Article 21 and 

restricted mandatory Aadhaar authentication for private services, including digital wallets 

and fintech platforms. 

• Aadhaar could still be used for government welfare benefits but not be imposed on private 

financial transactions. 

• This case shaped data protection regulations for digital payment services, leading to stricter 

KYC and authentication norms. 

Legislative Amendments & Government Initiatives 

India's digital payment ecosystem has witnessed rapid legislative and regulatory changes to keep pace 

with evolving technologies and security concerns. The legal framework has been consistently updated 

to address cybersecurity threats, fraud prevention, data privacy, and financial inclusion. Regulatory 

bodies, particularly the Reserve Bank of India (RBI) and the Ministry of Electronics and Information 

Technology (MeitY), have played a crucial role in shaping digital payment laws and frameworks. 

Amendments to the Payment and Settlement Systems Act, 2007 

The Payment and Settlement Systems Act, 2007 (PSS Act) governs India's payment systems, providing 

 
46 K.S. Puttaswamy v Union of India (2017) 10 SCC 1. 
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legal backing to electronic transactions and ensuring the safety of digital payments. The Act was 

significantly amended in 2017 through the Finance Act, 2017, strengthening the RBI’s regulatory 

control over digital payment operators.  

Key amendments include: 

i. Expanded Definition of Payment Systems – The scope of "payment systems" was broadened 

to cover emerging technologies such as digital wallets, mobile banking, UPI-based platforms, 

and prepaid instruments. 

ii. RBI's Regulatory Authority – The amendments empowered the RBI to oversee fintech firms, 

payment aggregators, and payment gateways, ensuring compliance with cybersecurity 

measures and financial regulations. 

iii. Consumer Protection Measures – The RBI was authorized to set security protocols for digital 

transactions, ensuring protection against fraud, unauthorized transactions, and technical 

failures. 

iv. Interoperability Mandate – Payment platforms were directed to ensure interoperability between 

wallets, UPI apps, and traditional banking systems, increasing accessibility for users. 

The Payment and Settlement Systems Act has played a crucial role in ensuring that digital payment 

providers operate under a structured regulatory framework while maintaining the stability of India's 

financial system.47. 

Comparison with International Frameworks 

As digital payment systems grow worldwide, different countries have adopted varied legal approaches 

to regulate them. While India has taken significant steps to develop a comprehensive regulatory 

structure, it is important to compare its framework with international models to identify strengths 

and areas for improvement. This section examines the digital payment regulations in the European 

Union (EU), the United States (US), and China to highlight best practices and challenges in each 

system. 

European Union: Emphasis on Consumer Protection and Data Security 

The European Union (EU) has one of the most structured regulatory frameworks for digital payments. 

The Revised Payment Services Directive (PSD2), implemented in 2018, revolutionized the digital 

payments landscape in the EU by promoting transparency, security, and consumer protection. 

Strong Customer Authentication (SCA): PSD2 mandates that digital transactions must meet strict 

security standards, requiring multi-factor authentication to reduce fraud risks. This approach 

ensures that customers are protected from unauthorized transactions. 

 
47 Finance Act, 2017, s 139. 
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Open Banking Framework: The directive also requires banks to share customer data (with their 

consent) with third-party providers, promoting competition and innovation in the financial sector. 

In addition, data protection laws play a critical role in digital payments regulation in the EU. The 

General Data Protection Regulation (GDPR), which came into force in 2018, sets strict standards for 

handling customer data. GDPR ensures that consumers have full control over their financial and 

personal data, providing rights such as data access, correction, and deletion. 

Comparison with India: 

India has implemented data localization requirements under the Digital Personal Data Protection Act, 

of 2023, but it still lacks the level of consumer rights provided under GDPR. 

Unlike PSD2’s open banking model, India’s Unified Payments Interface (UPI) allows interoperability 

but has yet to implement full-fledged open banking regulations. 

United States: Market-Driven Approach with Decentralized Oversight 

• The United States follows a market-driven regulatory approach, relying on multiple agencies for 

financial regulation. The Federal Reserve, the Consumer Financial Protection Bureau (CFPB), the 

Office of the Comptroller of the Currency (OCC), and the Financial Crimes Enforcement Network 

(FinCEN) are all involved in regulating digital payments. 

• Unlike the EU, the US does not have a single comprehensive law for digital payments. Instead, 

different laws apply depending on the type of financial institution or payment provider: 

• The Electronic Fund Transfer Act (EFTA), 1978, provides consumer protection for electronic 

transactions, covering fraud liability, dispute resolution, and unauthorized transactions. 

• The Bank Secrecy Act (BSA) and the USA PATRIOT Act impose strict Anti-Money Laundering 

(AML) and Counter-Terrorism Financing (CTF) requirements on financial institutions, including 

digital payment providers. 

Comparison with India: 

• India’s digital payment regulations under the Payment and Settlement Systems Act (2007) provide 

similar consumer protection mechanisms as EFTA but need further development to enhance 

consumer awareness and fraud liability protection. 

• India has implemented AML and KYC (Know Your Customer) requirements, similar to the US 

Bank Secrecy Act, but the enforcement mechanisms need to be strengthened to prevent financial 

fraud. 

Future of Digital Payments: Legal Reforms and Policy Recommendations and Conclusion 
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Regulatory and Legal Framework 

India’s digital payments ecosystem is primarily governed by the Payment and Settlement Systems Act, 

of 2007, the Information Technology Act, of 2000, and various directives issued by the Reserve Bank 

of India. Together, these frameworks provide legal sanctity to digital transactions, address consumer 

protection, and set compliance norms for payment service providers (14). 

The RBI introduced tokenization guidelines, mandatory two-factor authentication (2FA), and 

regulatory sandbox frameworks for innovation testing (15). The IT Act criminalizes data breaches, 

hacking, and unauthorized access under Sections 43, 66, and 72. The newly enacted Digital Personal 

Data Protection Act, 2023 strengthens user consent protocols and enforces data localization and 

accountability among digital payment firms (16). 

The National Payments Corporation of India (NPCI), a non-profit entity governed by the RBI, is 

instrumental in implementing UPI, AEPS, RuPay, and other systems. Fintech companies must comply 

with the Foreign Exchange Management Act (FEMA), RBI licensing norms, and RBI’s 2020 

guidelines on Payment Aggregators and Gateways (17). 

Policy Recommendations: 

1. Unified Digital Payment Law: Consolidate scattered regulations under one comprehensive 

legal framework for clarity and ease of compliance. 

2. Digital Literacy Campaigns: Launch nationwide programs targeting rural and semi-urban 

areas to build trust and awareness around digital transactions. 

3. Robust Enforcement of DPDP Act, 2023: Strengthen enforcement mechanisms of the data 

protection regime and ensure coordination with RBI’s data localization directives. 

4. Consumer Grievance Redressal: Enhance the capabilities and accessibility of redressal 

mechanisms such as the Ombudsman for Digital Transactions. 

5. Cross-Border Collaboration: Strengthen international legal cooperation on cybercrime to 

address jurisdictional gaps in tackling digital payment fraud. 

6. Incentivize Secure Fintech Innovations: Provide tax and regulatory benefits to fintechs that 

prioritize secure, inclusive, and compliant payment infrastructures. 

Final Thoughts 

India stands at the cusp of a digital financial revolution. To ensure that this transition benefits every 

citizen while safeguarding their rights, the legal response must be inclusive, adaptive, and forward-

looking. By aligning domestic reforms with global best practices and fostering innovation within a 

strong regulatory framework, India can truly achieve its vision of a secure, efficient, and equitable 

cashless economy. 
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Conclusion 

India's transition towards a cashless economy, driven by a rapidly evolving digital payments 

ecosystem, is among the most significant financial developments of the 21st century. This research 

sought to understand how India’s legal and regulatory frameworks have responded to this revolution, 

analyzing the roles of legislative acts, regulatory bodies, judicial decisions, and international standards. 

The legal landscape surrounding digital payments in India is built primarily upon the Payment and 

Settlement Systems Act, 2007, the Information Technology Act, 2000, and most recently, the Digital 

Personal Data Protection Act, 2023. These statutes, reinforced by sector-specific regulations issued by 

the Reserve Bank of India (RBI), the Ministry of Electronics and Information Technology (MeitY), 

and enforced through mechanisms such as the Banking Ombudsman Scheme and the Consumer 

Protection Act, form the backbone of India's digital financial governance. 

The dissertation highlighted the crucial impact of judiciary in shaping these frameworks, particularly 

in landmark decisions such as K.S. Puttaswamy v. Union of India, Shreya Singhal v. Union of India, 

and Reserve Bank of India v. Internet and Mobile Association of India. These cases affirmed the 

constitutional right to privacy, restricted arbitrary digital surveillance, and influenced the regulation of 

digital currencies, respectively. They have played a transformative role in defining the balance between 

innovation and protection in the digital payments domain 

Despite these regulatory advancements, numerous challenges remain. Chief among them are 

cybersecurity risks, data breaches, phishing attacks, identity theft, and a general lack of awareness 

among consumers. These issues persist even with the implementation of two-factor authentication, 

tokenization, and real-time fraud monitoring systems. The digital divide — marked by disparities in 

internet access, financial literacy, and infrastructure in rural versus urban areas — further compounds 

these risks. 

 

Moreover, with the increasing penetration of fintech companies, the need for regulatory harmonization 

has become critical. While the Reserve Bank of India has introduced frameworks for Payment 

Aggregators and Payment Gateways, the dynamic and decentralized nature of fintech innovation 

requires continual updates to ensure robust compliance, consumer protection, and systemic stability. 

India’s regulatory approach must now transition from reactive to anticipatory governance. Regulatory 

sandboxes, promotion of open banking frameworks, secure implementation of Artificial Intelligence 

in fraud detection, and exploration of blockchain-based solutions should be prioritized. Comparative 

insights from international regimes such as the European Union’s GDPR and PSD2, and the UK’s 

Open Banking framework, offer valuable guidance for India’s future roadmap  
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